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Description: 
Advancing technologies, especially computer technologies, have 
necessitated the creation of a comprehensive investigation and 
collection methodology for digital and online evidence. The goal 
of cyber forensics is to perform a structured investigation while 
maintaining a documented chain of evidence to � nd out exactly what 
happened on a computing device or on a network and who was 
responsible for it. 

Critical Concepts, Standards, and Techniques in Cyber Forensics is a critical research book that 
focuses on providing in-depth knowledge about online forensic practices and methods. Highlighting 
a range of topics such as data mining, digital evidence, and fraud investigation, this book is ideal for 
security analysts, IT specialists, software engineers, researchers, security professionals, criminal 
science professionals, policymakers, academicians, and students.

ISBN: 9781799815587 Release Date: November, 2019 Copyright:  2020 Pages: 300

Topics Covered:

IGIGlobal
Order Information
Phone: 717-533-8845 x100
Toll Free: 1-866-342-6657
Fax: 717-533-8661 or 717-533-7115
Online Bookstore: www.igi-global.com
Mailing Address: 701 East Chocolate Avenue, Hershey, PA 17033, USA

Hardcover: $225.00
E-Book: $225.00
Hardcover + E-Book: $270.00

• Cloud Forensics
• Data Acquisition
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• Digital Steganography
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