
Publishing Academic Excellence  
at the Pace of Technology Since 1988www.igi-global.com

Released: August 2010

An Excellent Addition to Your Library!

Dr. Hamid Nemati is an Associate Professor of  Information Systems at the Information Systems and Operations Management Department of  The University of  North 
Carolina at Greensboro. He holds a doctorate from the University of  Georgia and a Master of  Business Administration from The University of  Massachusetts. Before coming to 
UNCG, he was on the faculty of  J. Mack Robinson College of  Business Administration at Georgia State University. He also has extensive professional experience as a consultant 
with a number of  major corporations. Dr. Nemati is the Editor-in-Chief  of  International Journal of  Information Security and Privacy and the Advances in Information Security and Privacy 
(AISP) Book Series. His research specialization is in the areas of  decision support systems, data warehousing and mining, and information security and privacy. His research 
articles have appeared in a number of  premier journals. He has presented numerous research and scholarly papers nationally and internationally.

Market: This premier publication is essential for all academic and research library reference collections. 

It is a crucial tool for academicians, researchers, and practitioners and is ideal for classroom use.

Hamid R. Nemati (University of North Carolina, USA)  
and Li Yang (University of Tennessee, USA)

In today’s information age, the security of digital communication and transactions is of critical im-

portance. Cryptography is the traditional, yet effective, practice of concealing personal information 

in cyberspace. 

Applied Cryptography for Cyber Security and Defense: Information Encryption and Cyphering 

applies the principles of cryptographic systems to real-world scenarios, explaining how cryptography 

can protect businesses’ information and ensure privacy for their networks and databases. It delves 

into the specific security requirements within various emerging application areas and discusses pro-

cedures for engineering cryptography into system design and implementation.
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